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                                                                        Most of us won’t like the idea of implanting a biochip in our 
                                                                        body that identifies us uniquely and  can  be used to track our
                                                                        location. That would  be a  major loss  of  privacy. But  there 
                                                                        is a flip  side to this! Such biochips  could  help  agencies  to 
                                                                        locate lost children, downed soldiers and wandering Alzheim
                                                                        e                                                                        er’s patients. The human body is the next big target of chipm
                                                                        akers. It won’t be long  before  biochip  implants  will  come
                                                                        to the rescue of sick, or those who are  handicapped in  some
                                                                        way. Large amount  of  money  and  research has already  go
ne into this area of technology. Anyway ,  such  implants  have  already  experimented  with . A  few   US  
companies  are  selling  both  chips  and  their detectors.companies  are  selling  both  chips  and  their detectors. The chips are of size of an uncooked grain of ric
e, small enough to be  injected  under the  skin using a syringe needle. They respond to a signal from the 
detector, held just a few feet away,by transmitting an identification numberThis number is then compared
with the database listings of register pets. 
Daniel Man, a plastic surgeon in private practice in Florida, holds the patent on a more powerful device: 
a chip that would enable lost humans to be tracked by satellite.
It consists of  two parts Transponder and Reader or Scanner Transponder: The transponder  is  the  actual 
biochip implant. It contains:Microchip:biochip implant. It contains:Microchip: The microchip stores a unique identification number from  10  to 
15 digits long. The storage capacity of the current microchips is limited, capable of storing only  a  single 
ID number. Antenna coil: It is coil of copper wire around a ferrite or iron core. It receives and sends sign
als from the reader or scanner. 
Tuning  Capacitor:  It stores the small electrical charge (less than 1/1000 of a watt) sent by the reader or 
scanner. It activates the transponder. This allows the transponder to communicate with the scanner.
Glass Capsule: It is a small capsule measuring 11 mm in length and 2 mm in diameter, about the size of 
an uncooked grain of rice. an uncooked grain of rice. 
The capsule is made of biocompatible material such as soda lime glass. 
Scanner:It consists of  an “exciter coil”  to  excite  or  activate  the  implanted  biochip.  It  also  carries  a 
“receiving coil” that receives the ID number from the biochip.  

BIO CHIPS
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It is worth highlighting that  many  overlapping  and 
sometimes conflicting definitions of edge computing
exist—edge computing means  many  things to many 
people. But for our  purposes, the  most mature view
of edge  computing  is  that it is offering application 
developers  and service providers cloud   computing 
capabilities, as well as an Icapabilities, as well as an IT service environment at 
the edge of a network. The aim is to deliver comput
e, storage, and bandwidth much closer to data inputs 

and/or end users. An edge computing environment is characterized by potentially high latency 
among all the sites and low and unreliable bandwidth—alongside distinctive service delivery 
and application functionality possibilities that cannot be met with a pool of centralized cloud 
resources in distant data centers. By moving some or all of the processing functions closer to 
the end user or data collection point, cloud edge computing can mitigate the effects of widely 
distributed sites by minimizing the effect of latency on the applications.Edge computing first 
emeemerged by virtualizing network services over WAN networks, taking a step away  from  the 
data center. The initial use cases were driven by a desire to leverage a platform that delivered 
the flexibility and  simple  tools  that  cloud  computing  users  have  become accustomed to. 
As new edge computing capabilities emerge, we see a changing paradigm for computing—on
e that is no longer necessarily bound by the need to build centralized data centers. Instead, for 
certain applications, cloud edge computing is taking the lessons of virtualization and cloud co
mputing and creating the capability to have potentiallythousands of massively distributed nodes 
that can be applied to diverse use  cases,  such as  industrial Iothat can be applied to diverse use  cases,  such as  industrial IoT or  even    far-flung  monitoring 
networks for tracking real time water resource usage over thousands, or millions, of locations.
Many proprietary and open source edge computing capabilities  already  exist  without relying 
on distributed cloud—some vendors refer tothis as “deviceedge.” Componentsof this approach 
include elements such as IoT gateways or NFV appliances. But increasingly, applications need 
the versatility of cloud  at  the  edge,  although  the  tools  and  architectures  needed  to  build 
distributed edg infrastructures are still in their infancy. 

Edge computing
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The data   from  the   April  2002   survey  of    software  professionals  provides  concrete  evidence 
that debunk some common documentation misconceptions and lead to   the   following  conclusions. 
document content can be relevant, even if it is not up to date. (However, keeping it up to date is still a 
good objective). As such,technologiesshould strivefor easy to use, lightweight anddisposable solutions 
for documentation. 
Documentation is an important tool for communication as  opposed to  simply a fact  sheet  about  the 
source code that is only relevant if well  maintained.source code that is only relevant if well  maintained. As such, technologies  should enable the user  to 
quickly and efficiently communicate ideas as opposed to providing strict  validation  and  verification 
rules for building facts. The conclusions given above, as well as the data presented in the  paper,  will 
help documentation technologies better serve the needs of writers and readers. As well, decision 
makers will be able to choose more appropriate documentation strategies and technologies based  on 
needs as opposed to generic expectations. Once we can admit that documentation  is   out-dated  and 
inconsistent, we can then appreciate and utilize it as a tool of communication.inconsistent, we can then appreciate and utilize it as a tool of communication. This  tool  can  hen be 
judged based on its ability to communicate as opposed to merely presenting facts. Software document
ation should focus more on conveying meaningful and useful knowledge than on precise and accurate
information

The Relevance of Software Documentation, 
       Tools and Technologies: A Survey 
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Barcode technology works of off a principle called symbology. Symbology at its basic form is 
what defines the barcode;  it  determines the  mapping and interpretation  of the  encoded 
information or data. This encoding allows the scanning device to know when a digit or character
 starts and when it stops, similar to a binary representation. We recognize barcodes as an array of 
parallel lines alternating between white and black lines. Barcode technology provides a simple
 and inexpensive method of recording data or information in a number of applications.
The symbologies of the barcode technology can be  arranged or  mapped  in a  variety  of  ways.The symbologies of the barcode technology can be  arranged or  mapped  in a  variety  of  ways.
A continuous symbology is marked by the characters beginning with  a  black  line  and  ending 
with a white line or space, while discreet symbologies have characters encoded as a black line a 
space and then another black line. This takes  care  of  the  characters  and  how  each  individual 
number or letter is read. The lines of a barcode also have variances in encoding the widths of the 
lines. Some barcode technology systems use two separate widths to determine the character while
others use multiple width lines. The use of any of these encoding  styles   depends , of course , on
the application for which the barcode technology is being used.The line or linear  barcode  technothe application for which the barcode technology is being used.The line or linear  barcode  techno
logy is sometimes referred to as 1D encoding .  While  we  are  most familiar with these barcodes, 
there are more complex codes that employ the use  of dot  matrixes  to  achieve  a  more  complex 
encoding process that can store and identify far more information.These are referred to as 2D or, i
n some cases dataglyphs. They are comprised of miniature dots, like  the old  dot  matrix  printers, 
which create patterns that are read in the scanning process. They are not limited to this format and 
can be comprised of circular patterns or a collection of shapes and modules inserted into a specifiedcan be comprised of circular patterns or a collection of shapes and modules inserted into a specified
image for a user.

BARCODE TECHNOLOGY
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DevOps Training – Explore the Curriculum to Master DevOps tools. 
This is the odd one out in the list. It is not a technology, but a methodology.  
DevOps is a methodology that ensures that both the development and operations go hand in hand.
DevOps cycle is picturized as an infinite loop representing the integration of developers and 
operation teams by: 
automating infrastructure, 
workflows and  workflows and  
continuously measuring application performance. 
It is basically the process of continual improvement, so why not start with yourself

DevOps
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Cyber Security

Cybersecurity defined

Also referred to as information security, cybersecurity refers to the practice of ensuring the integrity, confidentiality, 

and availability (ICA) of information. Cybersecurity is comprised of an evolving set of tools, risk management ap-

proaches, technologies, training, and best practices designed to protect networks, devices, programs, and data from at-

tacks or unauthorized access.

Why is cybersecurity important?

The world relies on technology more than ever before. As a result, digital data creation has surged. Today, businesses 

and governments store a great deal of that data on computers and transmit it across networks to other computers. Devic-

es and their underlying systems have vulnerabilities that, when exploited, undermine the

health and objectives of an organization. A data breach can have a range of devastating consequences for any business. 

It can unravel a company’s reputation through the loss of consumer and partner trust. The loss of critical data, such as 

source files or intellectual property, can cost a company its competitive advantage. Going further, a data breach can 

impact corporate revenues due to non-compliance with data protection regulations. It’s estimated that, on average, a 

data breach costs an affected organization $3.6 million. With high-profile data breaches making media headlines, it’s 

essential that organizations adopt and implement a strong cybersecurity approach.

Common types of cybersecurityCommon types of cybersecurity

Network Security 

protects network traffic by controlling incoming and outgoing connections to prevent threats from entering or spread-

ing on the network.

Data Loss Prevention (DLP)  protects data by focusing on the location, classification and monitoring of information 

at rest, in use and in motion. 

Cloud Security  provides protection for data used in cloud-based services and applications. 

Intrusion Detection Systems (IDS) or Intrusion Prevention Systems (IPS)  work to identify potentially hostile 

cyber activity. 

Identity and Access Management (IAM)  use authentication services to limit and track employee access to protect in-

ternal systems from malicious entities. Encryption is the process of encoding data to render it unintelligible, and is 

often used during data transfer to prevent theft in transit. 

Antivirus/anti-malware  solutions scan computer systems for known threats. Modern solutions are even able to detect 

previously unknown threats based on their

behavior.
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For accessing the data while you are far away from your PC, there is one option that is to make use of high capacity 

USB storage device. But what if you told that, you could securely access your PC or any other computer while you are 

travelling on the road - iTwin is a device that connects to your PC and it allows you to access files and devices that are 

connected to your home network remotely. It looks similar as USB device and it is designed by joining two halves. One 

half is connected to your house or office PC and you have to carry other half always with you. The part that you bring 

withwith you is used as a key for obtaining the connection to your PC when you are far away from your PC. When you con-

nect another part of the iTwin device to your laptop when you are on the road, the device makes a Virtual Private Net-

work (VPN) to your house or to the PC that you use in your office. iTwin is completely new file sharing and remote 

access device developed by a company named as iTwin. It is very similar like two ends of a cable, but is does not need 

the cable. It is simpler to use than a flash drive. It is just a plug and play device. With iTwin, it is possible to connect 

any two online computers located anywhere in the world. iTwin was invented by an Indian named Lux Anantharaman.

ITWIN SECURITY

1. Two Factor Authentication

iTwin device provides 2-factor authentication for advanced security. Access to your data is provided based on two dif-

ferent factors: Something you have – your physical iTwin device. Something you be familiar with –a password which 

you have to enter before the iTwin device can be used. Setting an iTwin device password is optional however we sug-

gest that you set the optional password throughout device initialization to protect your data and network in the event 

that you lose the device.

2. Remote Disable

In the one half of the iTwin is lost; connection between the two halves of the device can be disconnected using the 

Remote Disable Feature. This is done by entering a unique disable code in the iTwin Disable Web Centre. The connec-

tion between the two halves of iTwin will be disabled within 90 seconds and after that, it is impossible to gain access 

to your data via the lost device

ITWIN TECHNOLOGY
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